
 

 

 

RISK MANAGEMENT POLICY 
 

FRAMEWORK: 
 

Risk management policy and processes will enable the Company to proactively manage uncertainty 
and changes in the internal and external environment to limit negative impacts and capitalize on 
opportunities. 

 
The Company’s Risk Management Policy (“the Policy”) outlines the program implemented by the 
Company to ensure appropriate risk management within its systems and culture. 

 
The Policy is formulated in compliance with Regulation 17(9) (b) of SEBI (Listing Obligations and 
Disclosure Requirements) Regulations, 2015 (“the Listing Regulations”) and provisions of the 
Companies Act, 2013 (“the Act”), which requires the Company to lay down procedures about risk 
Assessment and risk minimization. 
 
DEFINITIONS  
 
The following words shall have the meanings as provided in the policy, unless otherwise mentioned 
in the Act:  
 
Audit Committee - “Audit Committee or Committee” means the Audit Committee of the Board 
constituted under the provisions of Section 177 of the Act.  
 
Board - “Board” means the Board of Directors of the Company as defined under the Act.  
 
Policy - “Policy or this Policy” means Policy on Risk management words and expressions used and 
not defined in the Policy shall have the same meanings as assigned to them in the Act. 

 
OBJECTIVE & PURPOSE OF POLICY: 

 
The main objective of this policy is to ensure sustainable business growth with stability and to 
promote a pro-active approach in reporting, evaluating and resolving risks associated with the 
business. In order to achieve the key objective, the policy establishes a structured and disciplined 
approach to Risk Management, in order to guide decisions on risk related issues.  
 
The specific objectives of the Risk Management Policy are: 

 To ensure that all the current and future material risk exposures of the company are identified, 
assessed, quantified, appropriately mitigated, minimized and managed i.e. to ensure adequate 
systems for risk management. 

 To establish a framework for the company’s risk management process and to ensure its 
implementation. 

 To enable compliance with appropriate regulations, wherever applicable, through the 
adoption of best practices. 



 

 

 To assure business growth with financial stability. 

 

 
 

OVERSIGHT AND MANAGEMENT: 
 

The Board of Directors (“the Board”) is responsible for reviewing and ratifying the risk 
management structure, processes and guidelines which are developed and maintained by 
Committees and Senior Management. The Committees or Management may also refer particular 
issues to the Board for final consideration and direction. 
 
The requirement of the Risk management policy has stemmed from the Companies Act 2013 which 
are summarized as follows: 
 
 i. Provisions of the Section 134(3) There shall be attached to financial statements laid before a 
company in general meeting, a report by its Board of Directors, which shall include— A statement 
indicating development and implementation of a risk management policy for the company 
including identification therein of elements of risk, if any, which in the opinion of the Board may 
threaten the existence of the company.  
 
ii. Provisions of the Section 177(4) Every Audit Committee shall act in accordance with the terms of 
reference specified in writing by the Board which shall, inter alia, include Evaluation of internal 
financial controls and risk management systems.  
 
iii. Schedule IV [Section 149(8)] - Code for Independent Directors Role and functions: The 
independent directors shall: (1) help in bringing an independent judgment to bear on the Board’s 
deliberations especially on issues of strategy, performance, risk management, resources, key 
appointments and standards of conduct; (2) satisfy themselves on the integrity of financial 
information and that financial controls and the systems of risk management are robust and 
defensible. 

 

AUDIT COMMITTEE:  

 

As per regulation 19(5) of SEBI (Listing Obligation and Discloser requirements), Regulation, the 
provision of constitution of Risk Management Committee shall apply to the top1000 listed entities, 
determined on the basis of market capitalization as at the end of the immediate preceding financial 
year; and a ‘high value debt listed entity, accordingly we are authorizing Audit Committee of the 
Company to look after the Risk Management. 

  
The day to day oversight and management of the Company’s risk management program has been 
conferred upon the Audit Committee. The Audit Committee is responsible for ensuring that the 
Company maintains effective risk management and internal control systems and processes, and 
provides regular reports to the Board of Directors on the effectiveness of the risk management 
program in identifying and addressing material business risks. To achieve this, the Audit Committee 
is responsible for: 

 



 

 

 Managing and monitoring the implementation of action plans developed to address material 
business risks within the Company and its business units, and regularly reviewing the progress 
of action plans; 

 setting up internal processes and systems to control the implementation of action plans; 
 Regularly monitoring and evaluating the performance of management in managing risk. 
 Providing management and employees with the necessary tools and resources to identify and 

manage risks; 
 
 
 
 
 Regularly reviewing and updating the current list of material business risks; 
 Regularly reporting to the Board on the status of material business risks; 
 Review and monitor cyber security; and 
 Ensuring compliance with regulatory requirements and best practices with respect to risk 

management. 
 

Senior Management 
 

The Company’s Senior Management is responsible for designing and implementing risk 
management and internal control systems which identify material risks for the Company and aim to 
provide the Company with warnings of risks before they escalate. Senior Management must 
implement the action plans developed to address material business risks across the Company and 
individual business units. 

 
Senior Management should regularly monitor and evaluate the effectiveness of the action plans and 
the performance of employees in implementing the action plans, as appropriate. In addition, Senior 
Management should promote and monitor the culture of risk management within the Company and 
compliance with the internal risk control systems and processes by employees. Senior Management 
should report regularly to the Risk Management Committee regarding the status and effectiveness 
of the risk management program. 

 
Employees 

 
All employees are responsible for implementing, managing and monitoring action plans with 
respect to material business risks, as appropriate. 

 

DISCLOSURE IN BOARD’S REPORT: 
 

Board of Directors shall include a statement indicating development and implementation of a risk 
management policy for the company including identification therein of elements of risk, if any, 
which in the opinion of the Board may threaten the existence of the company. 

 

AMENDMENT: 
 

Any change in the Policy shall be approved by the Board of Directors or any of its Committees (as 
may be authorized by the Board of Directors in this regard). The Board of Directors or any of its 



 

 

authorized Committees shall have the right to withdraw and / or amend any part of this Policy or 
the entire Policy, at any time, as it deems fit, or from time to time, and the decision of the Board or 
its Committee in this respect shall be final and binding. Any subsequent amendment / modification 
in the Listing Regulations and / or any other laws in this regard shall automatically apply to this 
Policy. 
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